**Как не стать жертвой мошенников!**

С развитием информационно-телекоммуникационных технологий представить жизнь современного человека без использования технических устройств и электронных систем платежа невозможно. Наряду с этим, данными технологиями активно пользуются злоумышленники в своих криминальных целях.

За 2020 год на территории г. Северобайкальск и Северобайкальского района с использованием IT – технологий совершено 98 преступлений, с банковских счетов граждан похищено более 35 млн. руб. За 3 месяца текущего года таких преступлений совершено уже 30, у граждан похищено более 5 млн. руб.

Широкое распространение получила схема, когда мошенники представляются работниками банка и сообщают клиенту, что система безопасности банка зафиксировала несанкционированное списание денежных средств с банковского счета и для отмены такой операции запрашивают персональные данные карты – код безопасности, номер банковской карты, срок действия карты. И затем, используя психологические приемы, склоняют клиента к совершению определенных действий, в результате которых происходит списание денежных средств, либо клиентам отправляют СМС – сообщения с подобным содержанием.

При поступлении таких звонков необходимо самостоятельно обратиться в клиентскую службу банка и ни в коем случае не следовать поступившим инструкциям.

Обращаю внимание, что работники банка по телефону никогда не запрашивают персональные данные клиента. Будьте бдительны и принимайте меры предосторожности.